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1 Introduction
This document is the first version of the data management plan (DMP) for the DisAI
project. The DMP is a living document: it will be updated continuously. DMP includes: (1)
What data will be collected/generated; (2) What standards will be used; (3) What types and
format of data will be created; (4) How will metadata be generated; (5) How will the data
be documented; (6) What data will be exploited, shared, made open; (7) How and by whom
will data be curated and preserved.
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2 General Principles of Data Management
All the data will be collected, processed, and stored respecting the GDPR (General Data
Protection Regulation)1 requirements. It will be securely stored and anonymized where
possible under the supervision of each consortium member’s Data Protection O�cer
(coordinated by the KInIT’s Data Protection O�cer).

In this project, we foresee utilisation of the following types of data:

1. Research Data
a. The research project data – data that will be utilised within the exploratory

research project (WP2). These are the primary research data in the project.
b. Other scientific data – data that will be utilised within other work packages.

These include, e.g.:
- Datasets used as a part of replication studies (WP1),
- Datasets used as a part of shared task (WP1)
- Submissions of papers and associated research artefacts

(annotations, models, …) for workshops and/or summer school (WP1)
2. Shareable Information Artefacts

a. Webinar recordings - video recordings of four planned webinar activities
focused on research topics related to capacity building focus areas of the
project (WP1), event. webinars on research management (WP3)

b. Training workshop materials - materials used for training workshops (both
research and research management; WP1, WP2)

c. Project website and other propagation outputs (WP4)
3. Other internal project documentation – other documentation created within the

project as internal documents or documents used as deliverables of the project.
4. Personal data for the purpose of communication (e.g. emails for newsletters) or as

a necessary part of task realisation (e.g., personal data of summer school
participants to arrange accommodation)

1 Consolidated text: Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016
on the protection of natural persons with regard to the processing of personal data and on the free
movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (Text with
EEA relevance)
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3 Research Data
In this part, we describe the research data utilised across the project using the Horizon
Europe Data Management Plan Template.

3.1 MultiClaim Dataset

Dataset summary Responsible partner: KInIT

Re-use of existing data: No, this is a new dataset introduced by us.

Type/format: Collection of texts, documented in the dataset repository

Purpose: A claim matching dataset for fact-checking. We have collected texts
from social media platforms and appropriate fact-checks that fact-check the
content from these posts. The purpose is to develop claim matching methods
that are able to recommend appropriate fact-checks to arbitrary input texts.

Expected size: 200k fact-checks, 30k social media posts, 30k pairs.

Data origin: We have collected the dataset from social media and
fact-checking platforms.

Data utility: Data will be usable by all three teams within the DisAI research
component, as well as other researchers that are concerned with
fact-checking or information retrieval.

Findability Is data discoverable: Yes, the dataset is available at Zenodo.

Naming conventions: No

Metadata creation: Metadata are documented at Zenodo.

Search keywords: Keywords are provided at Zenodo.

Findable metadata: Metadata are documented at Zenodo.

Accessibility Repository:

Trusted repository: Yes, the dataset is available at Zenodo.

Have you explored appropriate arrangements with the identified repository

where your data will be deposited. Yes

Data identifier: Yes, Zenodo provides data identifiers

Data:

Data openly accessible: The data will be available upon request. The dataset will

not be fully open because of ethical concerns (see the ethical section in the

accompanying paper for further discussion)

How data will be accessible: The dataset is available at Zenodo.

Restrictions on use: Yes, the dataset will be available only for research purposes.

Identity assertion: The identification will be provided by Zenodo.

Data access committee: Yes.

Metadata:

Openly available and licenced: Yes
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How long will the data remain available and findable? Will metadata be

guaranteed to remain available after data is no longer available? Indefinitely.

Methods/software tools to access data: The code to work with the data will be

published in a separate code repository on GitHub soon.

Interoperability Data and metadata vocabularies: The data are stored in a common CSV format.

Mappings to commonly used vocabularies: NA

Qualified references: No

Reusability Documentation: The dataset is documented at Zenodo. The code to work with

the data will be published in a separate code repository on GitHub soon.

Licence: The licence will be limited to research only purposes, and it will not be

able to share the data further (see the ethical section in the accompanying

paper for further discussion).

Usable by third parties after end of the project: The data will be available

indefinitely.

Data provenance: NA

Data quality assurance process: Data quality is described in the accompanying

paper.

Other research

outputs

Are there any other research outputs that may be generated or re-used

throughout the project? No

Are there any questions pertaining to FAIR data section above, that can apply to

the management of the other research outputs? Will you provide sufficient

detail on how your research outputs will be managed and shared, or made

available for re-use, in line with the FAIR principles? No

Allocation of

resources

Costs: Estimate the costs for making your data FAIR. Describe how you intend to

cover these costs. For ethical reasons, this dataset will not be FAIR.

Data management: Clearly identify responsibilities for data management in your

project. NA

Long term preservation: Describe costs and potential value of long term

preservation. Zenodo will host the data in the long term.

Security Security measures: The data is available at Zenodo and they provide their own

security measures. Otherwise, the data is stored in our internal disk spaces not

accessible from outside the organisation.

Repositories policies and procedures: Yes, the data is available at Zenodo

Ethical aspects Possible ethical and legal aspects preventing sharing: See the ethical section in

the accompanying paper for further discussion.

Is informed consent for data sharing and long term preservation given: NA

Other issues Refer to other national/funder/sectorial/departmental procedures for data

management that you may be using (if any). NA
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4 Other Relevant Data and Considerations

4.1 Shareable Information Artefacts

4.1.1 Webinar recordings

Webinar recording will be shared at the Youtube platform, using KInIT’s Youtube channel.
We will provide appropriate descriptions. As a part of the public video platform Youtube,
the findability, accessibility and reusability will be guaranteed implicitly. Interoperability is
supported either implicitly or by using 3rd party tools.

4.1.2 Project web site and other propagation outputs

Project web site is created using the web content management system Wordpress. It is
findable and available on the world wide web using conventional search engines or via
direct URL, https://disai.eu. Relevant information artefacts will be primarily of text
modality, hence the interoperability and reusability will be assured.

4.2 Other internal project documentation
The internal project documentation is stored in a cloud storage that is part of Google
Workspace. It is allocated in the shared drive EXT DisAI (KInIT, DFKI, CERTH, UCPH) with
access for the project coordinator and all partners. Project coordinator has the
administrative rights and is responsible for data storage and access management.
Accesses are granted based on the email groups aliases, which are managed by the
project coordinator. Continuous data backups are created inline with the KInIT internal
directive.

None of this documentation is intended to be shared publicly. Final public versions of
documents will be shared using relevant means for that particular document (e.g. sharing
on the web site, submitting to the portal, …)

4.3 Personal data
When processing personal data, we will ensure compliance with data protection
regulations including Regulation (EU) 2016/679 of the European Parliament and of the
Council of 27 April 2016 on the protection of natural persons with regard to the processing
of personal data and on the free movement of such data, repealing Directive 95/46/EC
(General Data Protection Regulation).

All data (including personal data) will be securely stored. In case of publishing any datasets
for the wider scientific community (e.g., for the planned shared task), we will publish only
anonymised data (e.g., we will publish only content labels without any identification of the
annotators giving the label). We will also comply with other legal requirements, e.g., we
will not publish content that might be protected by the copyrights or if publication of such
content would breach the terms and conditions of the source where the content was
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collected (e.g., in case of Twitter data, it is possible to publish only individual tweet IDs, not
the content of the tweets itself; similarly, for news articles, the dataset might contain
only the URLs instead of the full texts).
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